USA cybersecurity researchers in the School of Computing are investigating methods for protecting software against malicious attacks such as code injection, reverse engineering, and cloning. The research focuses on how hardware-based partitioning and polymorphic circuit variation can strengthen application security without adding significant overhead and is funded by National Science Foundation grants totaling over $2.5 million.